**Question 1**
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**Question 2**

Assume CTR-mode encryption with PKCS #5 padding and a block cipher with 8-byte block length. Say a 4-byte message is encrypted, resulting in ciphertext 0x00 01 02 03 04 05 06 07 00 01 02 03 04 05 06 07. Which of the following ciphertexts will NOT yield an error upon decryption?

0x00 01 02 03 04 05 06 07 00 01 02 03 05 05 06 07

0x00 01 02 03 04 05 06 07 00 01 02 03 04 05 07 07

0x00 01 02 03 04 05 06 07 00 01 02 04 04 05 06 07

0x00 01 02 03 04 05 06 07 00 01 02 03 04 05 06 F7